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CPS AND SFO REVAMP CORPORATE PROSECUTION        
GUIDANCE // 
The Crown Prosecution Service (CPS) and the Serious 
Fraud Office (SFO) have released an updated version 
of their Joint Corporate Prosecution Guidance — the 
first substantial revision since 2021. 

The update was prompted by the recent 
transformation of the UK’s corporate criminal 
liability landscape. In particular, it was required to 
reflect the two landmark reforms introduced by the 
Economic Crime and Corporate Transparency Act 
2023 (ECCTA): the new ‘failure to prevent fraud’ 
offence, which took effect on 1 September 2025, 
and the expanded identification doctrine, in force 
since 26 December 2023. 

These legislative changes come amid a more 
assertive enforcement environment more generally. 
HMRC has initiated its first prosecution for failure to 
prevent the facilitation of tax evasion, while both 
the Insolvency Service and Companies House have 
adopted increasingly proactive approaches. 
Collectively, these developments mark a clear shift 
in tone — UK enforcement agencies are 
demonstrating a greater willingness to act, and they 
expect corporates to be ready. 

Beyond incorporating these legislative reforms, the 
updated Guidance consolidates and formalises 
prosecutorial practice that has evolved in recent 
years, while signalling several notable shifts in 
emphasis. Key takeaways and their implications for 
corporates are outlined below.  

Routes to Establishing Corporate Criminal 
Liability 

The updated Guidance opens by setting out how 
recent legislative reforms have created a more 
flexible and expansive basis for establishing 
corporate liability.  

Under section 196 of ECCTA, prosecutors no longer 
need to demonstrate that an offence was committed 
by an individual who embodies the organisation’s 
“directing mind and will” — the long-standing 
common law test for attribution. Instead, liability 
may now be established where a “senior manager” 
commits an economic crime while acting within the 
scope of their authority — a broader test that 
captures a wider range of decision-makers and 
senior executives. 

The Guidance also clarifies the other available 
routes for attributing liability to corporates, 
encompassing both statutory and common law bases. 
Common law attribution remains possible through 
the doctrines of identification and, in some 
contexts, vicarious liability. Statutory attribution 
now includes section 196 ECCTA for specified 
economic crimes, alongside the “failure to prevent” 
offences relating to bribery, facilitation of tax 
evasion, and now fraud. 

At present, section 196 applies only to the offences 
listed in Schedule 12 of ECCTA — these are economic 
crimes, including fraudulent trading, bribery, money 
laundering, terrorist financing, and sanctions 

https://www.gov.uk/government/publications/joint-sfo-cps-corporate-prosecution-guidance/joint-sfo-cps-corporate-prosecution-guidance#routes-to-establishing-corporate-criminal-liability
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breaches. However, the Crime and Policing Bill, 
currently progressing through Parliament, would 
extend this statutory model to all criminal offences, 
not just economic crimes — a reform that, if 
enacted, would effectively replace the common law 
identification doctrine in its entirety. 

Early Consideration of Statutory Defences 

In a helpful development, the updated Guidance 
places greater emphasis on prosecutors assessing at 
an early stage, whether a corporate defendant is 
likely to succeed with a statutory defence in a 
failure to prevent case – that is, whether the 
organisation had reasonable or adequate prevention 
procedures in place. 

Prosecutors are instructed to consider the six 
principles set out in the Government’s guidance on 
the statutory defences: top-level commitment, risk 
assessment, proportionate procedures, due 
diligence, communication, and monitoring and 
review. Prosecutors are encouraged to use these 
principles to guide the direction and shape of the 
investigation, the framing of interview questions, 
and the presentation of evidence at trial. 

This approach gives corporates a clearer opportunity 
to demonstrate that their prevention procedures 
meet the required standard, and therefore that they 
have a strong statutory defence to a failure to 
prevent offence. Prosecutors are also invited to 
consider whether a witness might adduce the 
Government’s six principles at any trial, to assist a 
jury in understanding the defence — a step not 
explicitly referenced in the 2021 version. 

Charging Strategy: Bribery-Fraud Nexus 

The Guidance also acknowledges that in some cases 
there may be a close factual nexus between bribery 
and fraud offences and notes that, with the 
introduction of the failure to prevent fraud offence, 
the availability of alternative charging options may 
have a significant impact on how an indictment is 
framed and how a case is pursued. Prosecutors are 
advised to be alert to this interplay from the outset 
of any investigation and to consider carefully 
whether the facts support charges under one or both 
of the failure to prevent offences. 

The Guidance also highlights the implications of the 
expanded identification doctrine. A company under 
investigation for a failure to prevent offence may 
now also face prosecution for the underlying 
economic crime itself, where the conduct of the 
associated person can be attributed to the 
organisation through other means, such as section 

196 of ECCTA. In such cases, no “reasonable 
prevention procedures” defence is available to the 
corporate. 

Money Matters: Evaluating Solvency Early 

The updated Guidance places greater emphasis on 
evaluating a corporate’s financial position at the 
outset of an investigation. While an organisation’s 
ability to pay a fine has often been assessed at 
sentencing, prosecutors are now encouraged to 
consider solvency much earlier — seeking disclosure, 
verifying financial means, and, where appropriate, 
using asset restraint powers at the pre-charge stage.  

The Guidance also makes clear that companies are 
expected to be able to provide at least three years 
of financial accounts for this purpose, and that the 
court may draw adverse inferences (ie. that the 
company can pay an appropriate fine) if such records 
cannot be produced. 

Public Interest Factors 

The Guidance also includes an expanded list of 
public interest factors both for and against 
prosecution. The list closely aligns with the factors 
set out in the DPA Code of Practice. Factors in favour 
of prosecution generally relate to repeated or 
systemic misconduct, failure to act on warnings, 
delayed reporting, or significant harm caused. 
Factors weighing against prosecution tend to involve 
genuine self-reporting, full cooperation, remedial 
action, effective compliance programmes, or 
situations where civil or regulatory remedies would 
be more proportionate. 

Overall, the list reinforces that early self-reporting, 
meaningful cooperation, and timely remediation 
remain key mitigating factors. The CPS and SFO are 
clearly signalling their intention to encourage 
openness and proactive corporate engagement, 
consistent with the SFO’s recent emphasis on a more 
constructive and transparent approach, as set out in 
its Self-Reporting and Cooperation Guidance issued 
in April 2025. 

Preparing for a New Enforcement Era 

The updated Guidance, together with the wider 
reforms introduced by ECCTA, reinforces that the 
UK’s corporate criminal enforcement landscape has 
entered a new phase. The framework for attributing 
liability is broader, the prosecutorial approach is 
more structured, and the expectations of 
cooperation and transparency are higher than ever. 

In practical terms, organisations should be focused 
on evidencing the effectiveness of their compliance 

https://www.cps.gov.uk/publication/deferred-prosecution-agreements-code-practice
https://www.gov.uk/government/publications/sfo-corporate-guidance
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and prevention procedures — not only for bribery 
and tax evasion, but now also for fraud. This means 
ensuring that risk assessments are carried out, 
compliance frameworks are well-documented, 
regularly reviewed, and demonstrably embedded 
across the business. When potential wrongdoing 
surfaces, early assessment of the adequacy of those 
procedures should form a central part of the 
corporate response. 
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RECENT NEWS // 
FCA Round-up: Consultation Launched on 
Motor Finance Redress Scheme; Sigma 
Broking Fined £1.1m; Woodford Saga 
Continues with Reference to Upper 
Tribunal; FCA Fines and Bans for Market 
Manipulation Upheld by Upper Tribunal; 
FCA Secures Convictions for Insider Dealing 
and Investment Fraud 

On 7 October 2025, the FCA published its highly 
anticipated consultation on a proposed motor 
finance redress scheme. This follows the Supreme 
Court finding in Johnson1 on 1 August 2025 of an 
unfair relationship within s140A of the Consumer 
Credit Act 1974 between a motor finance lender and 
its customer. The FCA sets out a detailed proposal in 
its consultation for an industry wide redress scheme 
intended to compensate motor finance customers 
who were treated unfairly. This expansive scheme 
will, on the FCA’s estimates, apply to 44% of all 
agreements made since 2007 and could cost the 
industry approximately £11bn, assuming 85% of 
eligible customers were to participate. The FCA is 
seeking comments on its redress scheme proposals 
by 18 November 2025. If the FCA decides to 
introduce the redress scheme, it expects to publish 
its policy statement and final rules by early 2026, 
with the scheme expected to launch at the same 
time and consumer compensation to begin later that 
year. Alongside the consultation, the FCA issued Dear 
CEO letters to all firms involved in motor finance 
lending and broking since 2017, and separately to 
claims management companies (CMCs) involved in 
motor finance commission claims. For further 
analysis of the proposed scheme and corresponding 
CEO letters see our client briefing – FCA Publishes 
Motor Finance Redress Scheme Consultation.  

The FCA has fined Sigma Broking Ltd, £1,087,300 - 
for failing to submit complete and accurate 
transaction reports for five years. The FCA found 
that between December 2018 and December 2023, 
the transaction reports submitted by Sigma were 
either incomplete, inaccurate or both. The 
deficiencies impacted 924,584 transactions, close to 
100% of reportable transactions undertaken by all of 
its trading desks during this period. The reporting 
failures were caused by incorrect system setup and 

 
1 Hopcraft and another v Close Brothers Limited 

(UKSC/2024/0157), Johnson and Wrench v FirstRand Bank 
Limited (London Branch) t/a MotoNovo Finance 
(UKSC/2024/0158/0159) and Wrench v FirstRand Bank 

persisted uncorrected due to weaknesses in the 
firm’s reporting processes. The deficiencies in 
reporting meant that Sigma breached Article 26 of 
the UK Markets in Financial Instruments Regulation 
(600/2014) and Principle 3 of the FCA’s Principles for 
Businesses, which requires firms to take reasonable 
care to organise and control their affairs responsibly 
and effectively. This is the second enforcement 
action against Sigma for inadequate transaction 
reports. The FCA previously fined the firm £531,600 
in October 2022. 

The FCA has issued Decision Notices banning Neil 
Woodford from holding senior manager roles and  
managing retail funds, and imposing fines of £5.9 
million on him and £40 million on Woodford 
Investment Management (WIM). The FCA found that 
they had mismanaged the Woodford Equity Income 
Fund (WEIF), which collapsed due to liquidity issues 
in 2019, and concluded that Woodford is not a fit 
and proper person for certain regulated activities. 
The FCA found that Woodford prioritised his 
investment strategy over timely action to address 
deteriorating liquidity, relied on flawed internal 
metrics, and failed to maintain a balanced portfolio 
of liquid assets. The regulator also rejected 
arguments that the authorised corporate director, 
Link, was primarily responsible for monitoring the 
fund’s liquidity, emphasising that under the 
investment management agreement, WIM had the 
ability and delegated responsibility to manage 
liquidity. Woodford and WIM are appealing the 
decision notices to the Upper Tribunal. The appeal is 
expected to involve detailed arguments about 
responsibility for liquidity management and 
oversight. 

The FCA has published Final Notices issued to three 
bond traders after the Upper Tribunal upheld the 
FCA’s decision to fine and ban the individuals from 
working in financial services. Three bond traders 
were initially banned for market manipulation 
following decision notices issued by the FCA in 
December 2022. It deemed their trading behaviour 
relating to Italian Government Bond futures 
amounted to a form of market manipulation known 
as ‘spoofing’, where traders aim to trick the market 
by placing large orders which they do not intend to 
execute, to benefit their smaller, genuine orders. 
The Upper Tribunal agreed with the FCA that the 

Limited (London Branch) t/a MotoNovo Finance 
(UKSC/2024/0159) [2025] UKSC 33 

https://www.fca.org.uk/news/statements/fca-consults-motor-finance-compensation-scheme
https://www.fca.org.uk/news/statements/fca-consults-motor-finance-compensation-scheme
https://www.slaughterandmay.com/insights/new-insights/fca-publishes-motor-finance-redress-scheme-consultation/
https://www.slaughterandmay.com/insights/new-insights/fca-publishes-motor-finance-redress-scheme-consultation/
https://www.slaughterandmay.com/insights/new-insights/fca-publishes-motor-finance-redress-scheme-consultation/
https://www.fca.org.uk/news/press-releases/fca-fines-sigma-broking-limited-transaction-reporting-failures
https://www.fca.org.uk/news/press-releases/fca-fines-over-woodford-equity-income-fund
https://www.fca.org.uk/news/press-releases/tribunal-upholds-fca-market-manipulation-bans
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traders’ manipulative behaviour was dishonest and 
lacked integrity. 

Brothers, Matthew and Nikolas West have been 
sentenced to 15-months and six months respectively, 
for insider dealing following an FCA prosecution. 
Both were experienced traders with more than two 
decades in the industry and investment community 
contacts. The FCA’s market surveillance tools 
identified suspicious trading activity, prompting an 
investigation that revealed the brothers had acted 
within minutes of receiving confidential information 
- earning £44,164. The court ordered them to repay 
over £280,000, representing the total value of shares 
traded through their criminal conduct, rather than 
just the profit obtained. 

The FCA has also secured convictions in two separate 
investment fraud cases, resulting in prison sentences 
for Daniel Pugh and John Burford. Daniel Pugh was 
sentenced to seven and a half years in prison for 
operating a £1 million Ponzi scheme through his 
fund, Imperial Investment. He defrauded 238 
investors by promoting the scheme on social media 
and offering implausible returns of 1.4% per day or 
350% a year. In a separate case, John Burford was 
sentenced to two years in prison for defrauding over 
100 investors through his firm, Financial Trading 
Strategies Limited. Without FCA authorisation, 
Burford offered trade alerts and investment 
opportunities in self-branded funds, misleading 
investors about performance, concealing losses, and 
diverting client money for personal use. He 
promoted his schemes through self-published 
materials and online content, presenting himself as 
an expert trader. Both prosecutions highlight the 
FCA’s ongoing focus on tackling fraudulent 
investment activity and protecting consumers from 
unauthorised and misleading schemes. 

SFO Round-Up: Supreme Court Ruling 
Prompts SFO Review of LIBOR Convictions; 
SFO Recovers £1.1m in first UWO case 

In our July Bulletin, we reported on the Supreme 
Court’s decision to overturn the convictions of 
former traders Tom Hayes and Carlo Palombo in 
connection with LIBOR and EURIBOR manipulation, 
finding that the directions given to the jury in their 
trials were legally flawed. The original SFO 
investigation had resulted in multiple convictions of 
senior bankers for fraud. Following the Supreme 
Court ruling, the SFO has reviewed related cases and 
announced that similar issues with jury directions 
may render the convictions of five additional 
individuals—Jonathan Mathew, Jay Merchant, Alex 

Pabon, Philippe Moryoussef, and Colin Bermingham—
potentially unsafe. Convictions for Peter Johnson 
and Christian Bittar, however, are considered secure. 
Affected individuals will now need to consider 
whether to pursue further review or appeal through 
the Criminal Cases Review Commission or the Court 
of Appeal. 

The SFO has recovered £1.1 million from the sale of 
a Lake District property in its first case involving an 
Unexplained Wealth Order (UWO). The property was 
owned by Claire Schools, ex-wife of convicted 
fraudster Timothy Schools. Investigators found that 
the property was purchased using proceeds from 
Schools’ multi-million-pound investment fraud, 
which diverted investor funds from a “no win, no 
fee” law firm scheme for personal gain. The High 
Court granted the UWO in January 2025, and the 
property was sold in April.  

First Corporate Prosecution Under the 
‘Failure to Prevent the Facilitation of Tax 
Evasion’ Offence  

HMRC has reportedly launched its first-ever 
corporate prosecution for the failure to prevent the 
facilitation of tax evasion offence - almost eight 
years after it was introduced under the Criminal 
Finances Act 2017. 

Bennett Verby Ltd, a Stockport-based accountancy 
firm, has been charged in connection with an 
alleged R&D tax credit repayment fraud. Six 
individuals, including a former director, are also 
facing related charges. All appeared before 
Manchester Crown Court over the summer but did 
not enter pleas. The trial is provisionally listed to 
begin on 17 September 2027. 

The case represents a significant milestone for 
HMRC, which has faced criticism for its apparent 
reluctance to use the legislation - prompting some 
to describe the offence as a “paper tiger.” The 
offence imposes strict liability on organisations 
where an associated person facilitates tax evasion 
and the organisation lacks reasonable prevention 
procedures. Crucially, there is no requirement to 
prove intent or knowledge by senior management, 
and conviction can result in unlimited fines. 

While Bennett Verby is not the high-profile test case 
many anticipated, HMRC may be seeking to establish 
an early success before pursuing larger or more 
complex targets. Either way, the message is clear: 
the offence is active, and prosecution is a real risk. 

https://www.fca.org.uk/news/press-releases/west-brothers-sentenced-insider-trading-forced-pay-280000
https://www.fca.org.uk/news/press-releases/west-brothers-sentenced-insider-trading-forced-pay-280000
https://www.fca.org.uk/news/press-releases/west-brothers-sentenced-insider-trading-forced-pay-280000
https://www.fca.org.uk/news/press-releases/daniel-pugh-sentenced-for-ponzi-scheme
https://www.fca.org.uk/news/press-releases/daniel-pugh-sentenced-for-ponzi-scheme
https://www.fca.org.uk/news/press-releases/john-burford-sentenced-prison-investment-fraud
https://www.fca.org.uk/news/press-releases/john-burford-sentenced-prison-investment-fraud
https://www.slaughterandmay.com/insights/global-investigations-bulletin/global-investigations-bulletin-july-2025/
https://www.gov.uk/government/news/response-to-supreme-court-judgment#full-publication-update-history
https://www.gov.uk/government/news/sfo-secures-11-million-with-first-unexplained-wealth-order
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Denmark’s Skat Loses Cum-Ex Tax Fraud 
Case 

Denmark’s tax authority, Skatteforvaltningen (Skat), 
has lost a £1.4 billion fraud claim in London’s High 
Court – in one of the largest civil fraud cases ever 
heard in the UK. The case centred on allegations 
that trader Sanjay Shah and his defunct hedge fund, 
Solo Capital Partners, orchestrated a scheme 
between 2012 and 2015 to obtain thousands of 
fraudulent dividend tax refunds through so-called 
‘cum-ex’ trades. Skat claimed it had been tricked 
into paying more then 4,000 refund applications for 
taxes that had never been paid. In the judgment, Mr 
Justice Andrew Baker ruled that although some 
defendants acted dishonestly, Skat had not been 
legally misled. He described the Danish tax 
authorities’ controls for processing refund claims as 
“so flimsy as to be almost non-existent” and found 
that none of the 4,170 dividend refund claims 
reviewed as part of the trial, were valid under 
Danish tax law – all of them could have been 
rejected.  

The ruling is a setback for the Danish authorities 
who have already secured Shah’s 12-year prison 
sentence in Denmark for related offences. In a 
statement, the Danish government said it’s tax 
authority “strongly disagrees” with the judgment 
and intends to appeal. 

OFSI Round-Up: Fines for Colorcon and 
Markom Management, and Disclosure Order 
Against Vanquis Bank 

OFSI has already issued four monetary penalties and 
two disclosure orders in 2025 — a sharp rise from 
just one penalty in 2024 — reflecting an 
intensification of UK sanctions enforcement activity. 

The latest monetary penalty, published on 30 
September, involved Colorcon Limited, a UK 
pharmaceuticals provider, which was fined £152,750 
for making funds available to designated Russian 
banks in breach of UK sanctions. In 2022, Colorcon’s 
Moscow office made 123 payments totalling 
£191,291 to employees and local service providers 
whose accounts were held at sanctioned Russian 
banks. While some payments were covered by an 
OFSI General Licence, OFSI identified 79 
unauthorised payments made after the licence 
expired. The case was categorised as “serious”, with 
OFSI applying a 35% discount to the fine to reflect 
Colorcon’s cooperation — but noting that a four-
month delay before self-reporting meant the 
disclosure was not considered “prompt”.  

Earlier in the summer, OFSI imposed another fine, 
worth £300,000, on Markom Management Limited, 
this time for instructing a payment directly to a 
designated individual subject to an asset freeze. 
OFSI highlighted that the case underscores key 
lessons for firms of all sizes, including the need to: 

• Understand and manage exposure to sanctions 
risks; 

• Implement and comply with robust sanctions 
processes; and 

• Promptly identify and report any suspected 
breaches to OFSI. 

Notably, the underlying conduct in this case 
occurred in 2018 and was self-reported in the same 
year, demonstrating a seven-year lag before 
enforcement action was taken. 

Separately, on 8 September, OFSI published a 
disclosure notice against Vanquis Bank Limited, a UK 
financial services provider regulated by the FCA, for 
breaches of the UK’s counter-terrorism sanctions 
regime. This marks only the third use of OFSI’s 
enforcement disclosure powers. The case concerned 
a delay by Vanquis in restricting the account of a UK-
designated person, allowing the individual to 
withdraw funds and complete a transaction. OFSI 
assessed the breach as “moderately severe” and 
concluded that publication of an enforcement 
disclosure notice was the appropriate and 
proportionate response. 

ICO Update: Upper Tribunal rules on the 
territorial and material scope of the GDPR 

The Upper Tribunal has delivered its decision in The 
Information Commissioner v Clearview AI Inc [2025] 
UKUT 319 (AAC), providing important clarification on 
the territorial and material scope of the GDPR.  

Clearview AI, a US-based technology company, 
operates a facial recognition search engine that 
collects publicly available images of individuals from 
the internet, converts them into facial vectors, and 
compiles them into a searchable database, which is 
made available to Clearview’s clients.  

In 2022, the Information Commissioner issued 
Clearview with a Monetary Penalty Notice and an 
Enforcement Notice for alleged infringements of the 
GDPR. 

Clearview appealed to the First-tier Tribunal (FTT), 
challenging both the ICO’s jurisdiction and the 
substantive basis for the Notices. The jurisdictional 
issue was determined as a preliminary matter. In 
October 2023, the FTT upheld Clearview’s appeal, 

https://assets.publishing.service.gov.uk/media/68db9df2ef1c2f72bc1e4bf0/Colorcon_Penalty_Notice.pdf
https://assets.publishing.service.gov.uk/media/68db9df2ef1c2f72bc1e4bf0/Colorcon_Penalty_Notice.pdf
https://www.gov.uk/government/news/penalty-issued-for-breach-of-russia-sanctions?utm_content=&utm_medium=email&utm_name=&utm_source=govdelivery
https://www.gov.uk/government/news/penalty-issued-for-breach-of-russia-sanctions?utm_content=&utm_medium=email&utm_name=&utm_source=govdelivery
https://assets.publishing.service.gov.uk/media/68beb534de0987fe84e0dd0f/VBL_Disclosure_Notice_08SEPT2025.pdf
https://assets.publishing.service.gov.uk/media/68beb534de0987fe84e0dd0f/VBL_Disclosure_Notice_08SEPT2025.pdf
https://ico.org.uk/media2/mc5bjzsg/ua-2024-001563-gia.pdf
https://ico.org.uk/media2/mc5bjzsg/ua-2024-001563-gia.pdf
https://ico.org.uk/media2/mc5bjzsg/ua-2024-001563-gia.pdf
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finding that although its activities fell within the 
territorial scope of the GDPR (Article 3), they were 
outside its material scope (Article 2). On that basis, 
the FTT held that the ICO lacked jurisdiction to take 
enforcement action. 

The Information Commissioner obtained permission 
to appeal to the Upper Tribunal in January 2025, and 
Privacy International was granted permission to 
intervene in April 2025. In its judgment, the Upper 
Tribunal allowed the Commissioner’s appeal and 
overturned the FTT’s decision. It held that 
Clearview’s processing activities did fall within the 
territorial of the GDPR, and that jurisdiction was not 
excluded by the material scope provisions in Article 
2, confirming that the ICO did have jurisdiction to 
issue the Notices. The Tribunal remitted the matter 
to the FTT to consider Clearview’s remaining 
grounds of appeal relating to the substance of the 
Notices. 

Ticketmaster Agrees to Pricing 
Transparency Reforms Following CMA 
Investigation 

On 25 September 2025, the Competition and Markets 
Authority (CMA) announced that Ticketmaster has 
agreed to legally binding undertakings designed to 
improve transparency in its ticket sales processes. 
The undertakings follow from the CMA’s investigation 
into Ticketmaster’s sale of tickets for the ‘Oasis Live 
25 Tour’, launched in response to consumer 
complaints about their purchasing experience. 
Ticketmaster’s voluntary commitments require it to:  

• Provide fans with 24 hours’ notice when using a 
tiered pricing system; 

• Display clearer price information during online 
queues to help fans anticipate costs; 

• Ensure ticket labels are accurate and do not give 
the impression that some tickets are better than 
others when this is not the case.  

Ticketmaster must implement the commitments 
within six weeks and will be subject to a two-year 
monitoring period. The commitments do not amount 
to an admission of any infringement by Ticketmaster.  

The case was initiated under the previous consumer 
law regime, which limited the CMA to accepting 
voluntary undertakings or applying to court for 
enforcement. Following reforms introduced by the 
Digital Markets, Competition and Consumers Act 
2024 (in force since April 2025), the CMA now has 
the power to issue infringement decisions for 
consumer law breaches and impose fines of up to 
10% of a business’s global turnover. 

For further analysis of this development, see our 
article on The Lens.   

Information Sharing Under ECCTA – Updated 
Guidance 

On 3 October 2025, an updated guidance note was 
published on the information-sharing provisions in 
ECCTA. The guidance relates to the rules that came 
into force on 15 January 2024, designed to make it 
easier for anti-money laundering (AML) regulated 
firms to share customer information to prevent, 
detect, or investigate economic crime. 

Previously, firms were often hesitant to share 
information due to concerns over breaching 
confidentiality or incurring civil liability. The 
updated framework clarifies that, under certain 
conditions, AML-regulated firms may share 
information directly with each other or indirectly via 
third-party intermediaries. 

The revised guidance reflects developments from 
the Data (Use and Access) Act 2025 and provides 
practical guidance on meeting the requirements for 
both direct and indirect sharing. While it does not 
prescribe specific technical solutions, the guidance 
does recommend that firms adopt robust security 
measures, maintain transparent governance 
frameworks, and ensure UK GDPR compliance. Firms 
are also encouraged to pilot new technologies with 
external support before full implementation. 

Additional sections cover - reporting to law 
enforcement agencies, data protection, and 
customer redress, and highlight the importance of: 

• Avoiding breaches of tipping-off rules or actions 
that could prejudice ongoing investigations. 

• Ensuring information sharing aligns with UK 
GDPR, including the new legitimate interest 
established under the Data (Use and Access) Act 
2025 for detecting, investigating, or preventing 
crime and prosecuting offenders. 

• Keeping a clear audit trail of all information 
exchanged, to support accountability and assist 
with possible complaints and redress. 

Overall, the updated guidance is intended to give 
AML-regulated firms greater confidence and clarity 
in sharing information safely, while supporting 
broader efforts to combat economic crime. 

 

https://www.gov.uk/government/news/cma-secures-changes-from-ticketmaster-following-oasis-tickets-investigation
https://thelens.slaughterandmay.com/post/102lpbb/ticketmaster-changes-pricing-practices-following-cma-investigation?utm_source=Passle+Digest&utm_medium=Email
https://www.gov.uk/government/publications/information-sharing-measures-in-the-economic-crime-and-corporate-transparency-act/guidance-on-the-information-sharing-measures-in-the-economic-crime-and-corporate-transparency-act-2023
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HORIZON SCANNING // 
What to look out for: 

• Public Office (Accountability) Bill (the 
‘Hillsborough Bill): After many years of 
campaigning, the Hillsborough Bill was 
introduced to the House of Commons on 26 
September 2025. The Bill proposes significant 
reforms to the law governing statutory and 
non-statutory inquiries, as well as coronial 
inquests. It’s overarching aim is to promote 
transparency, candour and accountability 
among public authorities, officials, and those 
providing services to them. Key Provisions of 
the Bill include: 

(1) A New Duty of Candour: Imposing a legal 
duty on public authorities and officials, to 
act with candour, transparency, and 
frankness in their dealings with inquiries 
and investigations, with criminal liability 
for breach of that duty. 

(2) Promotion of Ethical Conduct: Requiring 
public authorities to actively promote and 
maintain ethical conduct, transparency, 
and candour throughout their 
organisations. 

(3) Misleading the Public: Creating criminal 
liability for public authorities and officials 
who seriously or improperly mislead the 
public. 

(4) Replacement of the Common Law 
Offence of Misconduct in Public Office: 
the Bill abolishes the common law offence 
of misconduct in public office and 
replaces it with two new statutory 
offences:  

(i) Seriously Improper Acts: This offence 
is committed when a person holding public 
office uses that position to obtain a 
benefit or to cause another person to 
suffer a detriment, knowing that their 
conduct is seriously improper.  

(ii) Breach of Duty to Prevent Death or 
Serious Injury: This offence applies to a 
public office holder whose role includes a 
duty to prevent (or prevent the risk of) 
another person suffering critical harm. It 
arises where the individual intentionally or 
recklessly breaches that duty, and their 

conduct falls far below the standard 
reasonably expected in the circumstances. 

(5) Parity at Inquiries: Ensuring parity of 
participation and representation at 
inquiries and investigations where public 
authorities are participants or interested 
parties. 

The next stage is the Second Reading, during 
which a Minister will outline the key 
objectives and underlying principles of the 
draft Bill and MPs will have their first 
opportunity to debate and comment on it. 

• Passage of the Crime and Policing Bill: 
as noted in previous editions of this Bulletin, 
the Crime and Policing Bill continues to 
progress through Parliament. It is scheduled 
for Second Reading in the House of Lords on 16 
October 2025 and is expected to progress with 
cross-party backing. The Bill includes 
provisions to extend the new senior manager 
test for attributing criminal liability to 
corporates, introduced under section 196 of 
the Economic Crime and Corporate 
Transparency Act, to all criminal offences, not 
just economic crimes. 

• The Office of the Whistleblower Bill: 
Introduced as a Private Members’ Bill late 
last year, the Bill responds to concerns that 
existing legislation in the UK does not 
provide adequate protection for 
whistleblowers. 

The Bill proposes the creation of an 
independent Office of the Whistleblower, 
offering individuals the option to report 
wrongdoing to an impartial body and thereby 
encouraging greater confidence to speak out. 
It also seeks to establish a criminal offence 
for subjecting a whistleblower to a 
significant detriment for making a protected 
disclosure. 

The future of this Bill however remains 
uncertain. As is common with Private 
Members’ Bills, progress through the 
legislative process can be slow, and many fail 
to advance. Previous similar initiatives have 
stalled at the Second Reading stage – which 
is currently scheduled for May 2026. 

 
 

 

https://bills.parliament.uk/bills/4019
https://bills.parliament.uk/bills/3938
https://bills.parliament.uk/bills/3914
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